**Безопасность дошкольников в сети Интернет**

Исследования, проводимые в сети Интернет, показали, что наиболее растущим сегментом пользователей Интернета являются дошкольники. В этом возрасте взрослые играют определяющую роль в обучении детей безопасному использованию Интернета.

Для детей 5-6 лет характерен положительный взгляд на мир. Они гордятся своим умением читать и считать, а также любят делиться своими идеями. Несмотря на то, что дети в этом возрасте очень способны в использовании игр и работе с мышью, все же они сильно зависят от взрослых при поиске детских сайтов. Как им помочь делать это безопасно?

• В таком возрасте желательно работать в сети Интернет только в присутствии родителей.

• Обязательно объясните вашему ребенку, что общение в Интернет – это не реальная жизнь, а своего рода игра. При этом постарайтесь направить его усилия на познание мира.

• Добавьте детские сайты в раздел Избранное. Создайте папку для сайтов, которые посещают ваши дети.

• Используйте средства блокирования нежелательного контента как дополнение к стандартному Родительскому контролю.

• Научите вашего ребенка никогда не выдавать в Интернете информацию о себе и своей семье.

• Приучите вашего ребенка сообщать вам о любых угрозах или тревогах, связанных с Интернетом.

Психологи считают, что для детей 7- 8 лет абсолютно естественно желание выяснить, что они могут себе позволить делать без разрешения родителей. В результате, находясь в Интернете ребенок будет пытаться посетить те или иные сайты, а возможно и чаты, разрешение на посещение которых он не получил бы от родителей. Поэтому в данном возрасте особенно полезны будут те отчеты, которые вам предоставит Родительский контроль. В результате, у вашего ребенка не будет ощущения, что вы глядите ему через плечо на экран, однако, вы будете по-прежнему знать, какие сайты посещает ваш ребенок. Стоит понимать, что дети в данном возрасте обладают сильным чувством семьи, они доверчивы и не сомневаются в авторитетах. Дети этого возраста любят играть в сетевые игры и путешествовать по Интернету.

• Создайте список домашних правил посещения Интернета при участии детей и требуйте его выполнения.

• Требуйте от вашего ребенка соблюдения временных норм нахождения за компьютером.

• Покажите ребенку, что вы наблюдаете за ним не потому, что вам это хочется, а потому что вы беспокоитесь о его безопасности и всегда готовы ему помочь.

• Приучите детей, что они должны посещать только те сайты, которые вы разрешили, т.е. создайте им так называемый "белый" список Интернета с помощью средств Родительского контроля.

• Компьютер с подключением к Интернету должен находиться в общей комнате под присмотром родителей.

• Приучите детей советоваться с вами перед опубликованием какой-либо информации средствами электронной почты, чатов, регистрационных форм и профилей.

• Приучите детей не загружать файлы, программы или музыку без вашего согласия.

• Приучите вашего ребенка сообщать вам о любых угрозах или тревогах, связанных с Интернетом.

Оставайтесь спокойными и напомните детям, что они в безопасности, если сами рассказали вам о своих угрозах или тревогах. Похвалите их и посоветуйте подойти еще раз в подобных случаях.

Во многих семьях родители относятся к компь­ютеру и к интернету как к инструменту, который позволяет занять ребенка, чтобы высвободить время для себя.

В то время как родительское внимание яв­ляется едва ли не самой эффективной защитой, в том числе от опасностей в интернете. Только родители могут научить детей тому, как правильно вести себя в Сети.Internet предоставляет в свободное пользование не только исключительно образовательные ресурсы, которые, как считают многие родители, посещают их дети, но и таит в себе недетские опасности.

Опасностей в интернете становится все больше.Виртуальность общения предоставляет людям с недобрыми намерениями дополнительные возможности причинить вред детям.В последнее время в Интернете появляется много материалов агрессивного и социально опасного содержания. Взрослым нужно помнить о существовании подобных угроз и уделять повышенное внимание обеспечению безопасности детей в Интернете.

Обязательно нужно доверительно поговорить с детьми, объяснить, что могут возникнуть различные неприятные ситуации и то, как из них лучшим образом выйти.

Также не стоит забывать об опасности Интернет и компьютерной (игровой) зависимости.Взрослые не подозревают, что современные игры запрограммированы на то, чтобы игрок не прерывал игру, пока не дойдет до определенного уровня, так как его предыдущие «достижения» не сохраняются.

Чтобы снизить риск компьютерной зависимости, взрослым важно придерживаться определённых правил, а так же четко регламентировать время игры в соответствии с возрастными особенностями ребенка. Для дошкольников — не более 20 минут в день.

Для этого самим родителям следует отслеживать время игры ребенка с последующим формированием у него внутренней осознанной позиции. Помогать ребенку в поиске других интересов и увлечений — находить интересные секции, кружки.

Помните, что безопасность Ваших детей в Интернете, на 90% зависит от  родителей.
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